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Two main topics will be discussed in this course: steganography and digital watermarking. There has been a
number of information hiding techniques since the development of human civilization, for example, invisible
characters written with special ink, information hidden via rearrangement of the words in a seemingly normal article,
and information hidden in microfilms, etc. How will these techniques be implemented in the digital era? How to
transmit secret messages through the Internet without causing any notification? On the other hand, hand written
signatures were usually used in the past to assert the copyrights of intellectual properties. As they are obviously
infeasible for digital products, how to protect the products’ integrity and copyright, especially when they can be easily
modified? These types of digital problems will be fully discussed in this course. Information hiding is a new area
which combines research areas of image processing, information security, information theory, statistics, and so on.
Itis a new and interesting research topic.
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